In the event of a cyber-attack

Your Approach

1. Disconnect from Internet
2. Restart the main server (-> help in stopping any unwanted process)
3. Problem may be corruption of TLS certificates / router configuration may be disturbed
4. Trace route (application server)
5. Check firewall section (NAT configuration) / Loadbalancer / DNS level attack
6. Intrusion detection systems could be useful

Response to Attack

1. Informing clients / all users / all stakeholders: Press-release

What will be the Press-release?

Conflict of priorities?

Human Emotions?